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ABSTRACT
The installed base of Internet of Things (IoT) consumer products is steadily increasing, in conjunction with the number of disclosed security vulnerabilities in these devices. In this paper, we share the opinion that strong security measures are necessary but IoT security cannot solely be improved by means of sophisticated technical solutions. From our point of view, economic incentives for the manufacturers have to be established through enabling consumers to reward security. This is currently not the case, as an asymmetric information barrier prevents consumers from assessing the level of security that is provided by IoT products. As a result, consumers are not willing to pay for a comprehensive security design as they cannot distinguish it from insufficient security measures. Learning from regulatory approaches that overcame information asymmetries about other non-functional properties in consumer products, e.g., energy labels to compare the power quality, in this paper, we propose security lifetime labels, a mechanism that transforms security into an accessible feature and enables consumers to make informed buying decisions. Focusing on the delivering of security updates as an important aspect of enforcing IoT security, we aim to transform the asymmetric information about the manufacturers’ willingness to provide security updates into a label that can be assessed by the consumers.
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1 INTRODUCTION
The Internet of Things (IoT) promises to enhance our lives in several ways: it improves life quality, increases energy efficiency, and automates workflows. According to an estimation [16], 7 billion IoT consumer devices will be installed at the end of 2018. Furthermore, the prediction says that the global market of IoT consumer products achieves a revenue of 1.5 trillion US Dollars in 2020. Thus, a lot of business stakeholders release products to gain a share of this market. This development leads to the critical situation where products are released to the market with some kind of security measures – but as the current discussion about IoT security shows, these mechanisms are not comprehensive enough. Recently disclosed security issues in IoT consumer products range from unsecured data transmissions [28, 36], leaked master keys [46], and unsecured backends [5, 7, 17] to insufficient physical security mechanisms [28], over-privileged applications [13, 17], hard-coded credentials [7], and implementation bugs [19, 31, 34]. A lot of technical solutions and frameworks have been proposed [6, 14, 21, 26, 39, 43] that could improve the security of IoT consumer products today. However, we expect that the spillover of academic security research into real-world IoT products is going to be slow or will not happen at all, as we have experienced in the past.

We believe that further research in technical security solutions alone will not lead to substantial improvements in the security of IoT consumer products. In fact, IoT security can only be enhanced by considering the business goals of the manufacturers and creating economic incentives for applying stronger security measures. From our point of view, an asymmetric information barrier exists as consumers are not able to determine the level of security that is provided by an IoT consumer product. Even manufacturers might not be aware about their products’ level of security [18]. As a consequence, consumers do not reward security, and thus, manufacturers do not invest in such measures. To overcome this unfortunate situation, we discuss the idea of a mechanism that makes security, especially in terms of updates provided by the manufacturer, assessable for consumers. For the realization, legislation is required, which demands a security lifetime label for each product that is newly released to the market. Our proposal learns from the examples of other labels that have been introduced to overcome information asymmetries, e.g., energy consumption labels that inform the consumer about the energy efficiency or operating costs of electronic consumer products. The same way these labels reduced information asymmetries, the proposed security lifetime label transfers the manufacturer’s willingness of providing security updates for a certain period of time into an assessable and comparable feature allowing consumers to make informed buying decisions that also consider security properties.

2 CONSUMERS CANNOT ASSESS SECURITY
Manufacturers are not rewarded for making products secure since the consumers are not able to assess the level of security provided by an IoT product [3, 4]. As established in the economic theory of the ‘market for lemons’ [1], consumers are not willing to pay for something they cannot measure. This applies especially to security:
how can a consumer determine the level of security that is provided by a product? Even if a product claims to be highly secure and uses the strongest encryption schemes, a non-expert user cannot determine if this is reasonable [27]. Consumers reward manufacturers for providing an attractive and feature-rich product and being the first on the market. As resources for developing a new product are finite, functional features are prioritized over non-functional features, such as a comprehensive security and update architecture. Thus, in the first phase of an evolving technology, manufacturers focus on functional features, quick time-to-market, and neglect security. Strong security features are added in a later phase, when the product has achieved a solid market position [3]. Thus, the goal of our approach is a paradigm shift in which security becomes a feature that can be assessed and compared by the consumers.

3 CONSUMER PRODUCT LABELING

In many countries, legislation exists that demands consumer products to be tagged with certain labels and marks. Marks are symbols that range from indicating danger to the proper recycling of the product, whereas labels indicate more specific information about the product in form of written text, scales, or numerical statements. While most marks and labels are mandatory, there also exists a number of voluntary signs that are mainly used as marketing tools. In the USA, the Federal Trade Commission (FTC) is responsible for labeling policies. In the EU, each member state has its own institution that executes legislation and regulations defined by the EU Commission. In the following, we present three examples of mandatory labels that have been introduced in order to reduce information asymmetries.

The FTC introduced the Energy Labeling Rule [11] as part of the Energy Independence and Security Act of 2007 [23], which makes it mandatory to mark a number of consumer products, e.g., dishwashers, televisions, and other appliances, with a label as depicted in Figure 1a. These labels show the energy consumption as well as the estimated annual operating costs compared to the range of operating costs for product of the same category. Also, the EU introduced an energy label with the Energy Efficiency Directive [10] in 2010. The label indicates the energy efficiency for a wide range of products by categorizing the power consumption of this product. An example is shown in Figure 1b. The overall objective of this label is to incentivize manufacturers to design more energy-efficient products aiming for the reduction of the overall energy consumption of the EU by 20% until 2020 [8]. The third example is the EU Tire Label introduced with the Directive EC/1222/2009 [9] in November 2009. This label informs consumers about the fuel efficiency, wet grip performance, and rolling noise of tires for passenger cars as well as light and heavy duty vehicles. The goal is to allow consumers to make informed buying decisions considering safety, environmental and economic efficiency along with other properties that are usually considered during buying decisions.

From an economic perspective, when consumers make buying decisions, it involves the risk of suffering some kind of loss [35]. To reduce the risk of loss for the consumers, already a wide range of mechanisms exist, so-called risk relievers. Examples of such risk relievers are warranty, endorsements by friends and experts, brand image, money-back guarantee, private or governmental testing, and economic efficiency along with other properties that are usually considered during buying decisions.

4 SECURITY AS A COMPARABLE FEATURE

What kind of information (potentially printed as a label on the product) is suitable to indicate the level of security that is provided by an IoT consumer product? In our opinion, the listing of applied cryptographic schemes and certification programs is not suitable since they are not understandable for non-expert users. A product’s certification might imply that the whole product is certified, while in reality only a subset of the components underwent a certification process [29]. Moreover, technically certified frameworks might even be insecure as a result of a flawed implementation. Our approach is based on the hypothesis that patching security flaws in IoT products is more crucial than the insecurities themselves. Insufficient security designs and implementation bugs will always be around. Studies investigated the number of vulnerabilities in software and stated that the average number of defects in well-engineered software lies at around 2 defects per 1000 lines of code [2, 24]. As human beings, we create imperfect code such that the primary objective of security has to be the patching of software as soon as defects are disclosed.

Previous studies on security patching [15, 22, 38] conclude that most vulnerabilities are fixed prior or at the day of their public disclosure (assuming that the vendor was informed before going public), while others take up to a few months after disclosure. In some cases, vendors even refuse to deliver patches. Their reasons might be a lack of experience or missing economic incentives for fixing their products in a timely manner.

Figure 1: Examples of mandatory product labels
5 SECURITY LIFETIME LABELS

From our point of view, incentives for the timely delivering of software updates can be established by legislation that demands a mandatory security lifetime label for all newly released IoT consumer products, based on an update policy. The update policy is set by the brand-giving company and states the following information:

- **Security Lifetime**: The security lifetime of a product determines the timeframe in which the manufacturer ensures the patching of security vulnerabilities in the product’s software. In other words, it defines for how long the manufacturer contractually warrants to provide security updates. The security lifetime has to be absolute since the consumer usually does not know the production date of the device. Also, it would not be in the interest of a company to provide updates for a relative period of time based on the selling date of a product since there can be years between the production and the selling of a product.

- **Time to Patch**: When a security vulnerability in the software was reported, the manufacturer has to investigate this issue and patch the software if needed. The update policy should define within which maximum timeframe the manufacturer guarantees to provide software security patches.

The proposed legislation to execute this update policy defines only the obligations between buyers and the brand-giving company of the purchased IoT consumer product, while the interactions between the brand-giving company and original equipment manufacturers (or other third parties) should be regulated by the market itself.

In this sense, a security lifetime label might act similarly to a warranty. From the perspective of the manufacturers, warranty protects them from unjustified claims and has the function as a marketing variable. For consumers, warranty can act as a risk reliever, and increases the trust in product quality and value.

The proposed legislation determines that each product has a mandatory label that transforms the experience characteristic ‘lifetime support’ into a search attribute, i.e., showing the absolute lifetime (e.g., ‘Supported until 11/2026’) and the time to patch (e.g., ‘Time to patch: less than 3 months’). This label is printed on the product itself as well as on the packaging of the product such that the consumers can consider these facts as they make a buying decision. If a product does not support this policy, it gets a ‘Zero lifetime’ and ‘No patches’ label. This might be the case for non-updatable products or if the manufacturer intentionally refuses to provide updates.

As soon as a suspected vulnerability is found, the finder needs a way to report this issue. While this is usually done by informing an appropriate security incident response team via email, this informal way lacks documentation for the legislation enforcing institutions. Thus, another way has to be implemented that provides a trusted documentation for all concerning parties. The scope of the proposed legislation should also consider these mechanisms.

In case the manufacturer is not able to act according to its update policy, i.e., the vendor cannot fix the security vulnerability within the self-defined period of time, then the consumer should be able to claim compensation. If the manufacturer is able to patch the security flaws within the self-defined period of time, then the consumers cannot claim compensations for the security flaws since they made an informed decision when buying these products.

6 DISCUSSION

There exist a number of legitimate issues concerning the effectiveness and user acceptance of security lifetime labels. Below we briefly discuss some of these concerns.

Prior research showed that consumers are often reluctant to install updates. This reluctance originates from negative update experiences in the past and is mostly associated with unwanted changes in the user experience like the remodeling of user interfaces. These negative experiences of functional updates could also affect the installation of security updates, as most users do not distinguish between different types of updates.

Another concern is that security lifetime labels could create a false sense of security. Consumers might believe that the security of a product is guaranteed at all times until the end of the security lifetime. Thus, the label should be self-explaning and clearly communicate that it does not guarantee security but specifies for how long the manufacturer supports a product with security updates.

Also, moral hazard might be a concern: If a vulnerability does not hurt the owner, why should one pay for a more secure product? A prominent example are the attacks of the Mirai botnet on Internet infrastructure, made possible through insecure IoT consumer devices. Although recent studies on IoT products conclude that security is a major concern for consumers, many users do not care about configuring their devices securely as long as they are not directly affected by their products’ insecurities.

The circumvention of the proposed legislation by corporations through passing the liability along to brand-giving offshore companies is another legitimate concern. Leaving the definition of a legislation to the legal community, this legislation must of course consider potential loopholes. On the other hand, manufacturers are not forced and can freely decide whether they guarantee future security updates. Instead of tricking (and betraying) the consumers, companies might cover potential financial damages for failing update policies by insurances.

Finally, fundamental flaws in the security architecture might be impossible to fix with software updates, and thus, security lifetime labels will be of no help in such cases. We argue that even in these cases, the threat can usually be contained to a certain level. Moreover, if a labeled product remains insecure after updates, the consumers will be able to demand compensation, which is hardly possible today. Our proposal strengthens consumer protection and motivates manufacturers to put more focus on a comprehensive security strategy.

7 CONCLUSION AND FUTURE WORK

In this paper, we discussed our opinion that IoT security will not solely be improved with technical security measures. Instead, we need a paradigm shift that fosters economic incentives for comprehensive security strategies. As a concrete idea, we propose a legislation for security lifetime labels, which overcomes the information asymmetry between consumers and manufacturers about the manufacturers’ willingness to provide security updates.

Future work should empirically investigate the impact of the proposed security lifetime label on the buying decisions of consumers. In addition, vulnerability response procedures as well as effective sanctioning have to be designed and evaluated.
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